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artnude.pp.ru
. Number of

Artist Naked Tmages
1. Afterglow 24
2. Alexander Feodorov 51
3. Alexander Paulin 38
4. Allan Teger 40
5. Andy Metal 34
6. Ante 34
7. CJBall 64
8. Curtis Neeley 20
9. David Glover 75
10. Dominique Roussel 96
11. Doug Lester 94
12. Gregory Boyer 28
13. Jorge Parra 34
14. Mark Odlev 108
15. Mark Odley (Back) 33
16. Mark Odley (Food) 14
17. Nikolay Sidnin new! 8
18. Philip Linke 20
19. Robb Debenport 33
20. Tim Phillips 52
21. Tony Ryan 68
22. Valentin Sichinski 16

22 Artists Total = 1,054

naked images
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1. Addam 25. Elena Zhurikhina
2. Adrian 26. Erland Pillegaard
3. Alexander Fedorov 27. Frans Jacobs

4. Andreas Ender 28. Gabriele Rigon

5. Andy Amyx 29. Gerhard Zerbes

6. Andy Metal 30. Gery Luger

7. Anton Path 31. Gi Lewis

8. Anton Volkov 32. Gorden Thye

9. Auquier Joseph 33. Grigon Galitsin
10. Barends Houtsmuller 34. Gunther Vandenven
11. Beat A v/Weissenfluh 35. Jano Horak

12. Ben Abeln 36. Jaromir Plesko

13. Bjém Oldsen 37. Jean Rauzier

14. Buzz Ellington 38. Jean Talbot

15. Carsten Tscach 39. Jeff B

16. Craig Morey 40. Jésus Coll

17. Craig Scoffone 41. Jim Hellier

18. Curtis Neeley 42 Jim Hewitt

19. Dan Olek 43, John Keedwell

20. David Allio 44. John Running

21. David Atkinson 45. Jonis van Daele
22 David Stranahan 46. Joseph D1 Sipio
23. Dax Kuehn 47. Julian Cynax

24. Dmitry Zubritskiy Jorg Riethausen
48. Ken Steward 72. Paul Banner

49 Knut Ehret 73. Paul Bolk

50. Konstantin Dahlem 74. Paul McLachlan
51. Lawrence Winder , 75. Petter Hegre

52. Libor Spacek 76. Philip Lecomte
53. Lindsay Simpson 77. Piérre Caumont
54. Louis Sauter 78. Pierre Thomas Karkau
55. Lucian Schmit 79. René De Haan

56. Luc Selen 80. René Felderer

57. Luis Durante 81. Richard Forster
58. Magic Zyks 82. Richard Williams
59. Manfred Baumann 83. Robert-Jan Zuur
60. Manolis Tsantakis 84. Ron Johnson

61. Manual Laval 85. RStephenT

62. Marc Blackie 86. Rupert Benn

63. Marco Frissen 87. Sacha Huettenhain
64. Mark Edmondson 88. SBTrevino

65. Martin McRostie-Cornf. 89. Sergey Goncharov
66. Martin Wieland 90. Stefan Soll

67. Michael Schindler 91. Stejc

68. Michael Schultes 92. Stephen Haynes
69. Miguel A M Pellicer 93. Valentin Sichinskey
70. Nad Iksodas 94, Walter Ceron

71. Olivier De Rycke 95. Will Santillo
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The ninety-five artists on the previous page can be estimated to have had 15
images each for a rough total of 1,425 naked images.

Figurenude.com once had 18 artists with about 20 images each for around
360 naked images.

The entire websites of artnudepp.ru, nudeartcollection.com and
figurenude.com no longer exist with naked imatges removing more than
2,839 images not including the thumbnails as are also content that is copied
by search engines.

Microsoft Corporation still associates the Plaintiff's name with naked images
from michelle7-erotica.com(8), creative-nude.net(3), FineArtAmerica.com
(14), salon.com(3), models-forum.com(1) for a total of 29 naked images
associated with the Plaintiff's personal name that are seen in evidence.
150,000 X 29 = 4,350,000 in compensatory damages. Microsoft Corporation
was advised of this improper association but refuse to halt this without Court
Orders and has no cache update function as is reckless.

Google Inc continues to associate the Plaintiff's name with naked images
from creative-nude.net/cnpn. html(47), pmob.net(1), and several other sites
that have the plaintiff's name with no naked images by the Plaintiff. These are
pbase.com(58), signatureillustration.org(11) and aventar.eu(28). Google Inc
has been advised of all of these and also refuses to act without court orders.
There is no §230 preemption for 48 of these for which the Plaintiff seeks
damages for 48 + the three book photographs scanned and placed online for a
total of 51 X 150,000 = $7,650,000 though §230 will be addressed as
unconstitutional resulting seeking 97,000,000

A punitive award multiplier with a value of 500 will then be sought.
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Safeguarding Wire Communications

To improve public awareness in the United States regarding
safe use of the “internet’ wire communications through the
establishment of an Office of Internet Wire Communications
Safety, Licensing, and Public Awareness within the Federal
Communications Commission.

SECTION 1. SHORT TITLE.

This rule set may be cited as the ‘Safeguarding Wire
Communication Appropriateness’ or the ‘Making SAFER Wire
Communications Rules' until passed as a Congressional Bill

The Federal Communications Act will then be amended such
that Section 232 is as follows or as amended by Congress.

Wire Communication Appropriateness

1. Electronic devices capable of networked wire
communications, including the wire communication
network generally called “the Internet’, will have a
robots.txt file disclosing the content of each storage
subdivision or directory containing ratings
consistent with United States movie ratings that
would apply to the content if it were displayed or
read out loud such that;

1 | Proposed TITLE 47 > CHAPTER 5 > SUBCHAPTER II > Part I > § 232
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a. material presented by wire originating in a
directory, or subdivision of data must be
rated by data subdivision in the robots.txt
file stored in the most general directory.
Data subdivisions or directories may not
have content exceeding the data subdivision
or directory “rating” thereby determining
appropriate allowed data viewership.

b. photographs, video, text, audio, or any other
content must be in an appropriate rated
directory or data subdivision and rating
‘metadata’ will be listed internally in each
file, though not necessarily visible directly to
the viewer of the file as soon as technically
possible using current technology.

2. Software capable of presenting wire
communications, generally known as “the Internet”,
must be able to detect and analyze the robots.txt
file as described in (1)(a) and present content so
rated;

a. only if the purchaser of the device allows
content so rated to be presented and the
current user has authenticated;

b. and blocking content presentation based on
the ratings allowed by the device owner;

3. Display devices capable of displaying wire
communications but not equipped to block indecent
content shall not be left unattended by an adult on
penalty of the device owner or owner’s designated
agent being guilty of contributing to delinquency of
minors and being fined by the FCC.
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4. Devices capable of displaying wire communications
must test the user of the display software for
authentication if activity ceases for five minutes to
ensure adult material is not left accessible to
minors accidentally. No content may be displayed
without authentication if left unattended for five
minutes unless authenticated for an uninterrupted
continual content display for periods not exceeding
the time needed to display the continuous
presentation by five minutes.

. Devices capable of displaying wire communications
must present adult material only if record of each
adult material access is stored on the device for 30
days including wire locations(URLs) and time
accessed so all recent uses of wire communication
are verifiable at all times by the device owner or
other authority authorized by the device owner.

The Federal Communications Commission shall
establish and maintain wire communications search
interfaces, otherwise known as search engines, so
content of electronic devices connected to wires, -
often called only “the Internet’, may be indexed and
searched if the device owner “Robot Exclusion
Protocol” (REP) robots.txt allows such aggregation.

a. Advertising by wire communications will be
sold by the FCC and displayed with income
used to offset taxes.

b. Search interface usage data will not be stored
in any way that violates searcher privacy.
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c. Search usage that is reasonably suspected by
the FCC wire division to indicate criminal
intent will automatically send wire
communications to law enforcement and alert
the user of this suspicion and notification.

7. The Federal Communications Commission will
establish a regulatory committee for addressing
data subdivisions or directories rated
inappropriately and establish criminal and civil
liabilities for violations.

8. The Federal Communications Commission will
maintain copies of all robots.txt files accessible by
wire. Wire communications display devices will
check the FCC registry for prohibited locations
periodically for sites that are determined not to be
allowed presented by wire access software due to;

a) presenting wire communications not presented
according to this section.

b) presenting wire communications promoting
criminal activity. All wire locations blocked in
(8)@ or (b) may appeal being listed in
competent courts of law and rulings by Federal
District Courts will be recognized by the FCC
wire division.

¢) Wire Locations improperly blocked may recover
lost income due to being blocked by the FCC if
improperly blocked and if the claim is brought
promptly in any District Court.
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9. Wire Communications, including those once
called simply “the Internet’, have never been
anything but the logical technical progression of
communications once referred to as telegraph or
telephone and are subject to the same regulations
found elsewhere in this Act.

10. The Federal Communications Commission Wire
Division shall develop and oversee the licensure
and rating of published content so that
republication or aggregation of content requires the
republishing user to accept the “REP” licensing fee
disclosed along with ratings of the licensed content

such that;

a) payment of the licensing fee incentivizes broad
disclosure of knowledge.

b) undisclosed directory licensing fees prevent
disclosure of content found and exempts the data
from being indexed regardless of the source of
disclosure of the data location.

¢ the “REP” would also provide for exclusive
audience control if desired by authors.
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11. The Federal Communications Commission shall ensure
data traffic over networks of wire communications
shall not be treated with undisclosed discrimination such that ;

a) data to or from any remote computer is excluded,
preferred, or blocked or is otherwise be made to appear
to arrive more slowly.

b) discrimination toward traffic, if included to mitigate use
among traffic users, must be fully disclosed at the time
of sales such that no use of “unlimited” or inflated
volume of traffic delivery is implied to be provided based
on some discretionary remote computer blocking.

¢) the Federal Communications Commission will establish
rule sets and penalties such that fair treatment of all
data traffic over wires is ensured regardless of remote
computer source to thereby ensure the safety of
communications by wire.




